|  |
| --- |
| План рада на наставном предмету |
| Право информационих технологија |
| **2019/2020** |
| Шифра предмета | Статус предмета | Семестар | Број кредита | Фонд часова |
| ПИТ | Изборни | **II** | **8** | 5(3+2) |

|  |  |
| --- | --- |
| Циљеви предмета | Сврха предмета је оспособљавање студената да стечена знања из области правних аспеката информационих технологија успешно примене у пракси. Сајбер криминал представља облик криминалног понашања, код кога се коришћење компјутерске технологије и информационих система испољава као начин извршења кривичног дела, где се компјутер или рачунарска мрежа употребљавају као средство или циљ извршења. У Србији су раширени сви облици компјутерског криминала, а борба против сајбер криминала се заснива на превентивним и репресивним мерама. |
| Исход изучавања | Студенти ће стећи основна знања о заштити Права интелектуалне својине у сектору информационо-комуникационих технологија, као и о Праву интернета. Студенти ће, такође, овладати знањем о сајбер криминалу, као и о злоупотреби интелектуалне својине на интернету, заштити приватности и заштити података на интернету, електронским доказима и правним аспектима електронског пословања. Очекивани исход курса је стварање кадра оспособљеног за решавање правних проблема повезаних са ихформационим технологијама. |
| Садржај и структура предмета | *Теоријска настава*ИНФОРМАЦИОНО ДРУШТВО КАО НОВА РЕАЛНОСТ. Развој информационог друштва. Правно регулисање информационог друштва у ЕУ.ПРАВО ИНТЕРНЕТА. Појам и историја интернета. Управљање интернетом. Правни проблеми у сајбер простору. ИНФОРМАЦИОНЕ ТЕХНОЛОГИЈЕ И ИНТЕЛЕКТУАЛНА СВОЈИНА. Ауторска и сродна права на интернету. Интелектуална својина. Софтверска пиратерија. Пиратерија на интернету. Техничка и правна заштита софтвера. ИНФОРМАЦИОНЕ ТЕХНОЛОГИЈЕ И ПРИВАТНОСТ. Појам и правна заштита приватности. Правна заштита података о личности. ЗЛОУПОТРЕБА ИНТЕЛЕКТУАЛНЕ СВОЈИНЕ НА ИНТЕРНЕТУ. Сајбер криминал. Жртве сајбер криминала. Правна регулатива и борба против сајбер криминала.ЕЛЕКТРОНСКО ПОСЛОВАЊЕ У САЈБЕР ПРОСТОРУ. Појам електронског пословања. Правна регулатива електронског пословања у Србији. *Практична настава:* студије случајева и радионице. |

|  |
| --- |
| **П Р Е Д А В А Њ А** |
| недеља | Тематска јединица | број часова |
| I | Уводно предавање, упознавање студената са начином рада и вредновањем предиспитних активности. Појам, предмет и значај права информационих технологија | 3 |
| II | Развој информационог друштва. Информационе технологије и право. Правно регулисање информационог друштва у ЕУ. | 3 |
| III | Појам и историја интернета. Управљање интернетом. Правни проблеми у сајбер простору.  | 3 |
| IV | Ауторска и сродна права на интернету. Повреда ауторских и сродних права у сајбер простору. Међународна и национална правила заштите ауторских и сродних права у сајбер простору. АСТА – Трговински споразум против фалсификовања. | 3 |
| V | Ауторска права и интернет домени. Регистар националног интернет домена Србије. Спорови поводом регистрације назива интернет домена. | 3 |
| VI | Софтверска пиратерија. Пиратерија на интернету. Техничка и правна заштита софтвера. | 3 |
| VII | Међународна судска надлежност. Меродавно право. | 3 |
| VIII | Први колоквијум | 3 |
| IX | Појам и правна заштита приватности.Конвенција Савета Европе о заштити лица у односу на аутоматску обраду података. Закон РС о слободном приступу информацијама од јавног значаја. | 3 |
| X | Заштита података о личности у праву Европске Уније. Заштита података о личности и заштита приватности у праву Републике Србије. | 3 |
| XI | Злоупотреба интелектуалне својине на интернету. Сајбер криминал. Жртве сајбер криминала. Правна регулатива и борба против сајбер криминала. | 3 |
| XII | Циљеви и начела регулисања односа електронских комуникација. Тајност електронских комуникација. Законито пресретање и задржавање података.  | 3 |
| XIII | Појам електронског пословања. Правна питања електронског пословања. Правна регулатива електронског пословања у Србији. | 3 |
| XIV | Други колоквијум | 3 |
| XV | Завршно предавање, упис предиспитних поена и припрема за испит. | 3 |

|  |
| --- |
| **В Е Ж Б Е** |
| недеља | Тематска јединица | број часова |
| I | Уводне вежбе, упознавање са начином рада и вредновањем предиспитних активности. | 2 |
| II | Развој информационог друштва. Информационе технологије и право. Правно регулисање информационог друштва у ЕУ. | 2 |
| III | Појам и историја интернета. Управљање интернетом. Правни проблеми у сајбер простору.  | 2 |
| IV | Повреда ауторских и сродних права у сајбер простору – анализа примера из праксе | 2 |
| V | Спорови поводом регистрације назива интернет домена. | 2 |
| VI | Софтверска пиратерија. Пиратерија на интернету. Техничка и правна заштита софтвера. | 2 |
| VII | Међународна судска надлежност. Меродавно право. | 2 |
| VIII | Појам и правна заштита приватности. Правна заштита података о личности. | 2 |
| IX | Заштита података о личности у праву Европске Уније. Заштита података о личности и заштита приватности у праву Републике Србије. | 2 |
| X | Злоупотреба интелектуалне својине на интернету. Сајбер криминал. Правна регулатива и борба против сајбер криминала. | 2 |
| XI | Циљеви и начела регулисања односа електронских комуникација. Тајност електронских комуникација. Законито пресретање и задржавање података. | 2 |
| XII | Анализа судске праксе из области права информационих технологија | 2 |
| XIII | Одбрана семинарских радова | 2 |
| XIV | Одбрана семинарских радова | 2 |
| XV | Завршне вежбе, упис предиспитних поена и припрема за испит | 2 |

|  |  |
| --- | --- |
| Облици извођења наставе | Предавања, интерактивне дискусије, семинари, вежбе, колоквијуми, студијско-истраживачки рад |
| Начин оцењивања на предмету | Предиспитне активности: до 50 поена:* Присутво и активност на настави – 15 поена;
* Присуство и активност на вежбама – 15 поена;
* Колоквијуми – до 20 поена;

Испит: до 50 поена |
| Литература | Обавезна | Димитријевић, П., *Право информационе технологије,* Ниш, 2011.г. |
| Допунска | Поповић, Д., Јовановић, М., *Право интернета –одабране теме*, Београд, 2017.г. |
| Подаци о наставницима и сарадницима на предмету | др Божин Влашковић, редовни професор у пензији,bozinvlaskovic@yahoo.comдр Стефан Шокињов, редовни професор, Кабинет А110, тел. 034 306 587,svarga@jura.kg.ac.rs Консултације: четвртак- 11:00 -12:30 hдр Соња Лучић, ванредни професор,Кабинет Б109тел. 034 306 560slucic@jura.kg.ac.rsKонсултације: четвртак- 12:00 -14:00 h |

**Испитна питања**

1. Развој информационог друштва
2. Информационе технологије и право
3. Правно регулисање информационог друштва у ЕУ
4. Појам и историја интернета
5. Управљање интернетом
6. Правни проблеми у сајбер простору
7. Писана ауторска дела у сајбер простору (књижевна дела и рачунарски програми)
8. Музичка дела у сајбер простору
9. Аудио-визуелна дела у сајбер простору (кинематографска дела, телевизијски и радио програми)
10. Дела ликовне уметности, дела архитектуре и дела примењене уметности у сајбер простору
11. Картографска дела у сајбер простору
12. Фотографије, планови, скице и макете у сајбер простору
13. Драмска, кореографска, пантомимска дела у сајбер простору
14. Збирке ауторских дела и података у сајбер простору
15. АСТА – Трговински споразум против фалсификовања.
16. Ауторска права и интернет домени
17. Врсте назива интернет домена
18. Уговорна природа заштите назива интернет домена
19. Регистар националног интернет домена Србије
20. Спорови поводом регистрације назива интернет домена (врсте спорова)
21. Софтверска пиратерија
22. Пиратерија на интернету
23. Техничка и правна заштита софтвера
24. Општа међународна судска надлежност
25. Посебна међународна судска надлежност
26. Надлежност у споровима из уговора
27. Надлежност у споровима из вануговорних односа
28. Уговорена међународна судска надлежност
29. Меродавно право за уговорне односе
30. Меродавно право за вануговорне односе
31. Појам и правна заштита приватности
32. Конвенција Савета Европе о заштити лица у односу на аутоматску обраду података
33. Закон РС о слободном приступу информацијама од јавног значаја
34. Заштита података о личности у праву Европске Уније
35. Заштита података о личности и заштита приватности у праву Републике Србије
36. Појам и основне карактеристике сајбер криминала
37. Врсте информационог криминалитета
38. Информациона (компјутерска) кривична дела
39. Циљеви и начела регулисања односа електронских комуникација
40. Тајност електронских комуникација
41. Законито пресретање и задржавање података
42. Појам електронског пословања
43. Правна регулатива електронског пословања у Србији