	План рада на наставном предмету

	Правна заштита података о личности


	2025/2026

	Шифра предмета
	Статус предмета
	Семестар
	Број кредита
	Фонд часова

	ПЗПЛ
	Изборни
	I I
	9
	105


	Циљеви предмета
	Циљ предмета је упознавање студената са правним аспектима процеса прикупљања, обраде, чувања и заштите података о личности, као и у  разноврсне, сложене и међусобно повезане правне проблеме заштите података о личности, посебно имајући у виду развој нових информационих технологија и заштиту података о личности који се применом ових технологија, обрађују размењују и чувају. Поред тога циљ је и да студенти спознају основе заштите приватности у дигиталној сфери.

	Исход изучавања
	Студенти ће бити упознати са основама домаће и међународне регулативе погледу заштите података о личности, бити оспособљени да научена правила примењују у пракси, као и да прате даљи развој и измене регулативе у области заштите података о личности. 

	Садржај и структура предмета
	Теоријска настава
Концепт људских права у савременом правном поретку; Право на приватност и заштита права на приватност; Подаци о личности и заштита података о личности; Институционални и нормативни оквир; Механизми заштите
Практична настава 

Избор релевантне правне праксе из области заштите података; Вежбање кроз практичне примере и задатке.


	П Р Е Д А В А Њ А

	недеља
	Тематска јединица
	број часова

	I
	Уводно предавање; упознавање са начином извођења наставних активности и вредновањем предиспитиних активности. Концепт људских права у савременом правном поретку.
	3

	II
	 Нормативни и институционални оквир заштите људских права.
	3

	III
	Подела људских права. 
	3

	IV
	Институција Повереника за приступ информацијама од јавног значаја и заштиту података Законска решења
	3

	V
	Колоквијум
	3

	VI
	Право на приватност. Појам приватности. Дата центри. Вештачка интелигенција и право на приватност.
	3

	VII
	Повреда права на приватност. Парадокс приватности. Заштита права на приватност у домаћем и европском правном поретку.

	3

	VIII
	Права лица на које се односе подаци. Ограничења права.Остваривање права. Поступак заштите пред повереником за заштиту података о личности. Изношење податка из Србије. Надзор
	3

	IX
	Појам електронских комуникација. Незатражене поруке. Подаци о личности у јавном телефонском именику. Обрада података о мрежном саобраћају корисника. Обрада података о локацији корисника. пресретање електронских комуникација. Задржавање података.
	3

	X
	Безбедност и интегритет јавних комуникационих мрежа. Тајност електронске комуникације. Друштвене мреже и заштита података.
	3

	XI
	Вештачка интелигенција и заштита података. Акт о вештачкој интелигенцији. 
	3

	XII
	Анализа случајева Шремс 1 и Шремс 2.
	3

	XIII
	Дискусија
	3

	XIV
	Пробни тест
	3

	XV
	Завршно предавање; упис предиспитних поена и припрема за испит. 
	3


	В Е Ж Б Е 

	недеља
	Тематска јединица
	број часова

	I
	Уводне вежбе; упознавање са начином извођења вежби и вредновањем предиспитних поена. 
	2

	II
	Упознавање са текстовима релевантних правних прописа из области људских права.
	2

	III
	Правна анализа релевантних уставних и законских текстова.
	2

	IV
	Решавање задатака о врстама људских права.
	2

	V
	Анализа резултата колоквијума
	2

	VI
	Поправни колоквијум
	2

	VII
	Решавање задатака у циљу разумевања суштине права на приватност. Дата центри дискусија. Вештачка интелигенција и право на приватност - значај.
	2

	VIII
	Анализа примера и случајева из правне праксе повреде права на приватност.
	2

	IX
	Пракса прикупљања и обраде података о личности.
	2

	X
	Средства и начини одвијања електронских комуникација.Примери и вежбање
	2

	XI
	Семинарски радови
	2

	XII
	Вештачка интелигенција и заштита података. Акт о вештачкој интелигенцији - норамтивна анализа.
	2

	XIII
	Анализа дискутованих проблема на предавњима, случајева Шремс 1 и Шремс 2.
	2

	XIV
	Анализа урађених пробних тестова
	2

	XV
	Завршне вежбе
	2


	Облици извођења наставе


	Предавања, интерактивна настава, дискусије, консултације, семинари, вежбање тумачења прописа.

	Начин оцењивања на предмету


	Предиспитне активности: до 30 поена:

· Присутво и активност на настави – 10 поена;

· Присуство и активност на вежбама – 10 поена;

· Колоквијум – до 5 поена;( колоквијум није ослобађајући).

· Семинарски рад – до 5 поена.

Испит: до 70 поена. (усмени или писмени испит).  

	Литература


	Обавезна
	С. Ђорђевић, М. Палевић, Заштита људских права, Правни факултет Крагујевац, 2015.
Заштита података о личности, Повереник за информације

	
	Допунска
	 С. Ђорђевић, Д. Матић, Увод у право вештачке интелигенције, Крагујевац, 2025. 

	Подаци о наставницима и сарадницима на предмету
	др Срђан Ђорђевић, редовни професор
Кабинет А211, 

тел. 034 306 561
sdjordjevic@jura.kg.ac.rs 
Консултације: среда - 13 00 -15 00 h

Предиспитне консултације: четвртак -13 00 -15 00 h
(недељу дана пре заказаног испита) 
проф. др Дејан С. Матић, ванредни професор

Кабинет А 210

тел. 034 306 579

dmatic@jura.kg.ac.rs 
Консултације: понедељак – 13:00 -15:00 h

Предиспитне консултације: уторак -13:00 -15:00 h

(недељу дана пре заказаног испита)
Доц. др Никола Ивковић, доцент

Кабинет А 119,

тел. 034 306 534

nivkovic@jura.kg.ac.rs 
Консултације: понедељак – 12:00 -14:00 h

Предиспитне консултације: уторак -13:00 -15:00 h

(недељу дана пре заказаног испита)

Лука Петровић, асистент

Кабинет А 119,

тел. 034 306 534

lpetrovic@jura.kg.ac.rs  

Консултације: среда – 12:00 -14:00 h                            

Предиспитне консултације: уторак -13:00 -15:00 h

(недељу дана пре заказаног испита)


Теме (оквирне) семинарских и завршних радова

1. Право на приватност
2. Људско право на приватност
3. Развој права на приватност
4. Заштита права на приватност
5. Повереник за информације од јавног значаја и заштиту података о личности
6. Улога Повереника за информације од јавног значаја и заштиту података о личности
7. Акти Повереника за информације од јавног значаја и заштиту података о личности
8. Упоредно правни приказ Повереника за информације од јавног значаја и заштиту података о личности
9. Акт о вештачкој интелигенцији
10. Парадокс приватности
11. Шремс 1 и Шремс 2
12. Друштвене мреже и право на приватност
13. Дата центри

14. Вештачка интелигенција и заштита приватности 
15. Будућност заштите података 

Испитна питања за предмет Правна заштита података о личности
1. Појам приватности.

2. Право на приватност.

3. Кршење права на приватност у дигиталном свету.

4. Крађа идентитета.

5. Заштита коришћењем информационих технологија.

6. Утврђивање идентитета особе.

7. Идентификација лозинком.

8. Идентификација биометријским подацима.

9. Идентификација чиповима.

10. Функционални аспект заштите приватности.

11. Организациони аспект заштите приватности.

12. Мере заштите приватности. Заштита приватности у другим земљама.

13. Појам личних података.

14. Облици заштите.

15. Међународни документи и прописи Европске уније и ОЕЦД-а.

16. Обрада података.

17. Информације о обради података.

18. Посебно осетљиви подаци.

19. Права лица на која се подаци односе.
20. Ограничења права. 
21. Остваривање права.
22. Поступак заштите пред повереником за заштиту личних података.
23. Пријављивање података из Србије.
24. Надзор.
25. Појам електронских комуникација.
26. Нежељене поруке.
27. Лични подаци у јавном телефонском именику.
28. Обрада података о мрежном саобраћају корисника.
29. Обрада података о локацији корисника.
30. Безбедност и интегритет јавних комуникационих мрежа.
31. Тајност електронске комуникације.
32. Законито пресретање електронских комуникација.
33. Чување података.
34. Дата центри

35. Утицај вештачке интелигенције на заштиту података о личности

36. Парадокс приватности 
